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Alberto Rivera

25 Arcadia Terrace, Apt. # 3
Santa Monica, CA 50401

March 30, 2004

FCC Chairman Michael Powall
Federal Communications Commission
445 12th Street SW

Washington, 0C 20554

FCC Chairman Powell:

As a concerned individual, I am writing to express my oppositian to the
Cepartment of Justice s reguest that all new Internet communication services be
required to have built—-in wiretapping access.

I do not believe this reguirement is necessary. Longstanding laws already
require Internet Service Providers and Internet telephone companies to allow
the FBI to conduct surveiliance., The FBT is going far beyond these existing
powers by trying to force the industry to actually build its systems around
aovernment eayecdrapping. It is the eguivalent of the government reguiring all
new homes be built with a peephole for law enforcement to look through.

I am very concerned that this reguirement represents an end-run around
Congress. Lawmakers, after extensive deliberations, set up boundaries for how
the FBI can collect information between sources like phore companies and data
sources like e-mail. The FBI s aggressive and expansive reading of the Taw
would bypass the legisiative process to alter that careful balance.

1 understand that by requiring a master key to our personal communications, the
government is creating the very real potential for hackers and thieves or
gven roque gqovernment agents to access cur personal communications. Past
efforts to provide this sort af backdoor access have not been successful and
only created a rich opportunity for hackers.

Once again, I urge you to oppose the dangerous sucggesticn of the Department of
Justice that our new Internet communication technologies should have built-in
wiretapping.

I lock forward to hearing your thoughts on this matter.

Sincerely,

Alberto T. Rivers
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Adam Nee

1668 QOak St. Apt. 2
Sarasota, FL 34238

March 31, 2004

FCC Chairman Michael Powell
Federal Communications Commissian
445 12th Street SW

Washington, 0OC 20954

FCC Chairman Powell:

As a cencerned individual, I am writing to express my ocpposition to the
Department of Justice s reguest that all new Internet communicaticn services be
required to have built—in wiretapping access.

I do not helieve this requirement is necessary. Longstanding laws already
require Internet Service Providers and Internet telephone companies to allow
the FBI to conduct surveillance. The FBI is going far beyond these existing
powers by trying to force the industry to actually build its systems around
government esavesdropping. It is the equivalent of the gavernment requiring al?
new homes be built with a peephole for Taw enforcement to look through.

I am very concerned that this requirement represents an end-run around
Congress. Lawmakers, after extensive deliberations, set up boundaries for how
the FBI <an collect information between sources 1ike phone companies and data
sources like e-mail. The FBI s aggressive and expansive reading of the law
would bypass the legislative process to alter that careful balance.

I understand that by reguiring a master key to our perscnal communications, the
government is <reating the very real potential for hackers and thieves ar
even rogue government agents to access our personal communications. Past
efforts to pravide this sort of backdoor access have not been successful and
only created a rich opportunity far hackers.

Once again, I urge you to oppose the dangercus suggestion of the Department of
Justice that our new Internet communication technologies should have built=in
wiretapping.

I look forward to hearing your thoughts on this matter.

Sincerely,

ddam Nee
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Ryan Rasmussen

4367 SW Spratt Way
Beavertan, Oregon S$7007

March 31, 2004

FCC Chairman Michael Powel]
Federal Communications Commission
445 12th Street SW

Washington, DC 20554

FCC Cchajrman Powell:

As a cancerned fndividual, I am writing to express my opposition to the
Department of Tustice s request that all new Internet communication services he
required to have built—in wiretapping access.

I do not believe this requirement is necessary. Llongstanding laws already
require Internet Service Providers and Internet telephone campanies to allow
the FBI to conduct surveillance. The FBI {is going far beyond these existing
powers by trying to force the industry to actually build its systems around
government eavesdropping. Tt is the equivalent of the government reguiring all
new homes be built with a peephole for law enforcement to Took through.

I am very concerned that this requirement represents an end-run around
Congress. Lawmakers, after extensive deliberations, set up boundaries for how
the FBI can collect infarmatian between sources 1ike phone campanies and data
sources 1ike e-mail. The FBI s aggressive and expansive reading of the law
would bypass the legisiative process to alter that careful balance.

I understand that by requiring a master kesy to our personal <ommunications, the
gavernment is creating the very real potential for hackers and thieves or
even rogue gavernment agents to access our perscnal communications. Past
efforts to provide this sort of backdoor access have not been successful and
cnly created a rich opportunity for hackers,

Once again, I urge vou to oppose the dangerous suggestion of the Department of
Justice that our new Internet communication technologies should have built—in
wiretapping.

I lTook forward to hearing your thoughts on this matter.

Sincerely,

Ryan Rasmussen
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Barbara Caton
1432 Paylette Avenue
Modesta, CA 953535

March 30, 2004

FCC Chairman Michael Powel]
Federal Communications Caommission
445 12th Street SW

Washingtan, DC 20554

FCC Chairman Powell:

As a concerned individual, I am writing to express my oppesition to the
Department of Tustice s request that all new Internet communication services he
required to have built—in wiretapping acceass.

I do not believe this requirement is necessary. Langstanding laws already
require Internet Seryice Providers and Internet telephonre companies to allow
the FBI to conduct surveillance. The FBI js qoing far beyond these existing
powers by trying to force the industry to actually build its systems arcund
government eavesdropping. It jis the eguivalent of the government requiring all
new homes be built with a peephole for law enforcement to Jook threugh.

I am very concerned that this reguirement repressnts an end-run around
Congress. Lawmakers, after extensive deliberations, set up boundaries for how
the FBI can collect information hetween sources like phone companies and data
saurces Jike e-mail. The FBI s aggressive and expansive reading of the Taw
would bypass the legislative process to alter that careful balance.

I understand that by requiring a master key to our personal communications, the
government is creating the very real potential for hackers and thieves or
gven rogue gavernment agents ta access our personal communications. Past
efforts to provide this sort of backdoor access have not been successful and
only created a rich cpportunity for hackers.

Once again, I urge ycu to oppose the dangerous suggestion of the Department of
Justice that our new Internet communication technologies should have built—in
wiretapping.

I look forward to hearing your thoughts on this matter.

Sincerely,

Barbara Caton
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naomi de la mora
225 s, olive st. #705
los angeles, ca S0012

March 30, 2004

FCC Chairman Michael Powell
Federal Communications Caommission
445 12th Street SW

Washington, DC 20554

FCC Chatrman Powelil:

As a concerned individual, I am writing to express my opposition to the
Department of Justice s request that all new Internet communication services be
required to have built—in wiretapping access.

I do not believe this reguirement is necessary. Longstanding laws already
require Internet Service Providers and Internet telephone companies to allow
the FBI to conduct surveillance. The FBI is going far beyond these existing
powers by trying to force the industry to actually build its systems around
government eavesdropping. It is the sguivalent of the gavernment requiring all
new homes be built with a peephole for law enforcement to look through,

I am very concerned that this requirement represents an end-run around
Congress. Lawmakers, after extensive deliberaticns, set up boundaries for how
the FBI can collect information between sources like phone companies and data
sources like e-mail. The FBI s aggressive and expansive reading of the Jaw
would bypass the legislative process Yo alter that careful balance.

I understand that by requiring a master key to our personal communications, the
governmenht is creating the very real potential for hackers and thieves or
gven rogue government agents to access our personal communications. Past
efforts to provide this sort of backdoor access have nat heen successful and
only created a rich opportunity for hackers.

Once again, I urge you to oppose the dangerous suggestion of the Department of
Tustice that our new Internet communication technologies should have built-in
wiretapping.

I lTook forward to hearing your thoughts on this matter.

Sincerely,

Naomi de la mora
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Jodie Hemerda

10910 Glacier Park Cir
parker, co 80138

March 30, 2004

FCC Chairman Michael Powell
Federal Communications Caommissian
445 12th Street SW

Washington, DC 20554

FCC Chairman Powell:

As a cancerned individual, I am writing to express my opposition to the
Department of Justice s request that all new Internet communication services be
required to have built-in wiretapping access.

I do not believe this reguirement is necessary. Longstanding laws already
require Internet Service Providers and Internet telgphone companies to ailow
the FBI to conduct surveillance. The FBI is going far beyond these existing
powers by trying to force the jndustry to actually build its systems around
government eavescdropping. Tt is the equivalent of the gavernment requiring all
new homes be built with a peephole for law enforcement to look through.

I am very concerned that this reguirement represents an end-run around
Congress. lawmakers, after extensive deliberations, set up boundaries for how
the FBI can collect information between sources 1ike phone <companies and data
sources like e-mail. The FBI s aggressive and expansive reading of the law
would bypass the legislative process to alter that careful halance.

1 understand that by requiring a master key toc our personal communications, the
government is creating the very real potential for hackers and thieves or
even roque government agents to access our personal communications. Past
efforts to provide this sort of backdoor access have not been successful and
only created a rich opportunity for hackers.

Once again, I urge you to oppose the dangerous suggestion of the Department of
Justice that our new Internet communication technologies should have built-in
wiretapping. :

I loock forward to hearing your thoughts on this matter.

Sincerely,

Jodie Hemerda
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Katharine E1lis

101 Mclaughlin Drive, #578
Santa Cruz, (A 95064

March 30, 2004

FCC Chairman Michael Powell
Federal Communicaticns Commission
445 12th Street SW

Washington, DC 20554

FCC Chairman Powell:

As a concerned individual, I am writing to express my opposition to the
Department of Justice s reguest that all new Internet communication services he
required to have built—in wiretapping access.

I do not believe this reguirement is necessary. Longstanding laws already
require Internet Service Providers and Internet telephone companies to allow
the FBI to conduct surveillance. The FBI i1s going far heyand these existing
powers by trying to force the industry to actually build its systems around
government eavesdropping. It is the eguivalent of the government reguiring atl
new homes be built with a peephole far law enforcement to look through.

I am very concerned that this reguirement represents an end-run around
Congress. Lawmakers, after extensive deliberations, set up boundaries for how
the FBI can collect infarmation between sources 1ike phone companies and data
sources Jike e-mail. The FBI s aggressive and expansive reading of the Taw
would bypass the legislative process to alter that careful balance.

I understand that by requiring a master key to our personal communications, the
government is creating the very real potential for hackers and thieves or
even rogue government agents to access our personal communications. Past
efforts to provide this sort of backdoor access have not been successful and
only created a rich opportunity for hackers.

Once again, I urge you to oppose the dangercus suggestian of the Department of
Justice that our new Internet communication technologies should have built—in
wiretapping.

I look forward to hearing your thoughts on this matter.

Sincerely,

Katharine Ellis
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Sue Newlin
54 Clear Field Lane
Deer Isle, ME 04627

March 30, 2004

FCC Chairman Michael Powell
Federal Communications Commissian
445 12th Street SW

Washinuton, DC 20554

FCC Chairman Poweil:

As a concerned individual, I am writing to express my opposition to the
Department of Justice s request that all new Internet communication services be
required to have built—-in wiretapping access.

I do not believe this requirement is necessary. Longstanding laws already
require Internet Service Providers and Internet telephone companies to aliow
the FBI to conduct surveillance. The FBI is goinag far heyond these existing
pnowers by trying to force the industry to actually build its systems around
government eavesdropping. Tt is the eguivalent of the government requiring all
new homes he built with a peephole for law enforcement to look through.

1 am very concerned that this requirement represents an end-run around
Cungress. Lawmakers, after extensive deliberations, set up boundaries for how
the FBI can caollect information between saources 1ike phone companies and data
saurces Jike e-mail. The FBI s aggressive and expansive reading of the law
would bypass the legislative process to alter that careful balance.

I understand that by reguiring a master key toc our personal communications, the
government is creating the very real potential for hackers and thieves or
evan rogue government agents to access our personal communications. Past
efforts to provide this sort of bhackdoor access have not been successful and
onty created a rich opportunity for hackers.

Once again, I urge you to oppose the dangeraus suggestion of the Department of
Justice that our new Internet communication technologies should have built-in
wiretapping.

I Took faorward to hearing your thoughts on this matter.

Sincerely,

Sue Newlin
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Derrick White

4963 Ft. Tackson blwd., ste £
Cola, sc 29209

March 30, 2004

FCC Chairman Michael Powell
Federal Communications Commission
445 12th Street SW

Washington, DC 20554

FCC Chairman Powell:

As a concerned individual, T am writing to express my opposition to the
Department of Tustice s request that all new Internet communication services be
required to have built-in wiretapping access,

I do not believe this requirement is necessary. Llongstanding laws already
require Internet Service Praviders and Internet telephone companies to allow
the FBI to conduct surveillance. The FBI is going far beyond these existing
powers by trying to force the industry to actuyally build its systems around
government eavesdropping. Tt is the squivalent of the gavernment requiring all
new homes be built with a peephole for Taw enforcement to Taok through,

I am very concerned that this reguirement represents an end-run arcund
Congress. Lawmakers, after extensive deliberaticns, set up hboundaries for how
the FBI can c<oilect information between sources like phone companies and data
sources 1ike e-mail. The FBI s agaressive and expansive reading of the law
would bypass the legislative process to alter that careful balance.

I understand that by requiring a master key to our personal communicaticns, the
government is creating the very real potential for hackers and thieves or
even rogue government agents to access our personal communications, Past
effarts to praovide this sort of backdoor access have not heen successful and
only created a rich opportunity for hackers.

Once again, I urge you to oppose the dangerous suggestion of the Department of
Justice that cur new Internet communication technologies should have built-in
wiretapping.

I Tock forward to hearing your thoughts on this matter.

Sincerely,

Cerrick White
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Stana Weisburd

493 12th Street
Brooklyn, NY 11215

March 31, 2004

FCC Chairman Michael Powell
Federal Communications Commission
445 12th Street SW

Washingtan, DC 20554

FCC Chairman Powell:

As a concerned individual, I am writing to express my opposition to the
Department of Tustice s request that all new Internet communication services be
required to have built-in wiretapping access,

I do not believe this requirement is necessary. Longstanding laws already
require Internet Service Proyiders and Internet telephone companies to allow
the FBI to conduct surveillance. The FBI is going far beyvond these existing
powers by trying to force the industry to actually build its systems around
gaovernment eavesdropping. It is the squivalent of the government requiring alil
new homes be built with a peephole for lTaw enforcement to look through.

I am very concerned that this reguirement represents an end-run around
Congress. Lawmakers, after extensive deliberations, set up boundaries for how
the FBI can collect information between sources 1ike phone companies and data
sources Jike e-mail. The FBI s aggressive and expansive reading of the law
would bypass the legislative process to alter that careful balance.

I understand that by requiring a master key to aour personal communications, the
government is creating the very real potential for hackers and thieves or
even rogye government agents to access our personal communications. Past
efforts to provide this sart of backdoor access have not heen successful and
only created a rich opportunity for hackers.

Once again, I urge vou to oppose the dangerous suggestion of the Department of
Justice that our new Internet communication technologies should have built—in
wiretapping.

I Took forward to hearing your thoughts on this matter.

Sincerely,

Stana Weishurd
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Marie Legrand
82 N. Windsar St. #2, Box 704
South Royalton, VYT G5068

March 31, 2004

FCC Chairman Michael Powell
Federal Communications Commissian
445 12th Street SW

Washington, DC 20554

FCC Chairman Powell:

#s a concerned individual, I am writing to express my opposition to the
Department of Tustice s request that all new Internet communication services be
reguired to have built-in wiretapping access.

I do not believe this requirement is necessary. Longstanding laws already
reguire Internet Service Providers and Internet telephone companies to allow
the FBI to conduct surveillance. The FBI is going far beyond these existing
powers by trying to force the industry to actually build its systems around
government eavesdropping. It is the eguivalent of the government reguiring all
new homes be built with a peephale for law enforcement to look throuch.

I am very concerned that this requirement represents an end—run around
Congress. Lawmakers, after extensive deliberations, set up boundaries for how
the FBI can c¢ollect information between sour<es 1ike phone companies and data
sources like e-mail. The FBI s aggressive and expansive reading of the Taw
would bypass the legislative process to alter that careful balance.

I understand that by reguiring a master key to our personal communications, the
government is creating the very real potential for hackers and thieves ar
even rogue government agents to access our personal communications. Past
efforts to provide this sort of backdoor access have not been successful and
only created a rich opportunity for hackers.

Once again, I urge you to oppose the dangerous suggestion of the Department of
Justice that our new Internet communication technologies should have built-=in
wiretapping.

I Took forward to hearing your thoughts on this matter,

Sincerely,

Marie Legrand
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Beth E. Mestman

174 Dari Drive
Holbrook, New Yark 11744

March 31, 2004

FCC Chairman Michael Powell
Federal Communications Commissian
445 12th Street SW

Washington, DC 20554

FCC Chajrman Powell:

fs a concerned individual, I am writing to express my opposition to the
Department of Justice s request that all new Internet communication services he
required to have built—in wiretapping access.

I do not believe this reguirement 15 necessary. Longstanding laws already
require Internet Service Providers and Internet telephone companies to allow
the FBI to conduct surveillance. The FBI is going far beyaond these existing
nowers hy trying to force the industry to actually build 1ts systems around
government eavesdropping. It is the equivalent of the government requiring all
new hames be built with a peephole for law enforcement to Yook through.

I am very cancerned that this requirement represents an end-run arcund
Congress, Lawmakers, after extensive deliberations. set up boundaries for how
the FBI can collect information hetween sources like phone companies and data
sources like e-mail. The FBI s aggrescive and expansive reading of the law
would bypass the legislative process to alter that careful balance.

I understand that by requiring a master key to cur personal communications, the
government is creating the very real potential for hackers and thieves ar
even rogue cgovernment agents to access our personal communications. Past
effoerts to pravide this sort of hackdoor access have not been successful and
only created a rich apportunity for hackers.

Once again, I urge you to oppose the dangerous suggestion of the Department of
Justice that our new Internet communication technologies should have built-in
wiretapping.

I look forward to hearing your thoughts on this matter.

Sincerely,

Beth E. Mestman
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catherine Vesperman

Spring Street
appleton, Wiscansin 54915

March 31, 2004

FCC Chairman Michael Powell
Federal Communications Commission
445 12th Street SW

Washington, DC 20554

FCC Chairman Powell:

As a concerned individual, I am writing to express my opposition to the
Department of Tustice s request that all new Internet communication services be
required to have built-in wiretapping access.

I do not believe this requirement is necessary. Longstanding laws already
require Internet Service Providers and Internet telephone companies to allow
the FBI to conduct surveillance. The FBI is going far beyond these existing
powers by trying to force the industry to actually build its systems around
government eavesdraopping. It is the equivalent of the government requiring ail
hew homes be built with a peephole for law enforcement to look through.

I am very concerned that this reguirement represents an end-run around
Congress. Lawmakers, after extensive deliberations, set up boundaries for how
the FBI can coliect information between sources like phone companies and data
sources 1ike e-mail. The FBI 5 aggressive and expansive reading of the law
would bypass the legislative process to alter that careful balance.

I understand that by requiring a master key to our personal communications, the
government is creating the very real potential for hackers and thieves or
eyen rogue government agents to access our personal communications. Past
aefforts to provide this sort of backdcor access have not been successful and
only created & rich opportunity for hackers.

Once again, I urge you to oppose the dangerous sugsestion of the Department of
Justice that our new Internet communication technoiogies should have built-in
wiretapping.

I look forward to hearing your thoughts an this matter.

Sincerely,

Jamie Vesperman
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Martha Hill

577 Quaker Village Road
Wevbridge, VT 05753

March 31, 2004

FCC Chairman Michael Powel]
Federal Communications Cammission
445 12th Street SW

Washington, DC 20554

FCC Chairman Powell:

As a concerped individual, I am writing to express my opposition to the
Department of Justice 5 request that all new Internet communication services be
required to have built-in wiretapping access.

I do not believe this reguirement is necessary. Longstanding laws already
require Internat Service Providers and Internet telephone companies to allow
the FBI to conduct surveillance. The FRI is going far beyond these existing
powers by trying to force the industry to actuaily build its systems around
government eavescropping. It is the equivalent of the government requiring atl
new homes be built with a peephole for law enforcement to look through.

I am very concerned that this reguirement represents an end-run around
Congress. Lawmakers, after extensive deliberations, set up boundaries for how
the FBI can collect information between sources like phone companies and data
sources 1ike e-mail. The FBI s agsgressive and expansive reading of the law
would hypass the legislative process to alter that careful balance.

I understand that by requiring a master key tec our perscnal communications, the
government is creating the very real potential for hackers and thieves or
even rague government agents to access our personal communicaticons. Past
efforts to pravide this sort of backdoor access have not been successful and
only created a rich opportunity for hackers.

Once again, I urge you to oppose the dangerous suggestion of the Department of
Tustice that gur new Internet communication technologies should have built-in
wiretapping.

I look forward tc hearing your theughts on this matter.

Sincerely,

Martha M. Hill
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Tean Braun
1524 Maplegrove Road
South Euclid, Ohio 44121

March 31, 2004

FCC Chairman Michael Powell
Federal Communications Commission
445 12th Street SW

Washington, DC 20554

FCC chairman Powell:

As a cancerned individual, I am writing to express my opposition to the
Department of Justice s reguest that all new Internet communication services be
reguired to have built—in wiretapping access.

I do not believe this requirement is necessary. Langstanding laws already
require Internet Service Providers and Internet telephone companies to allow
the FBI to conduct surveiilance. The FBI is going far beyond these existing
powers by trying to force the industry to actually build its systems around
government eavesdropping. It is the equivalent of the government requiring all
new homes be built with a peephole for taw enforcement tao Took through.

I am very concerned that this requirement represents an end-run around
Congress. Lawmakers, after extensive deliberations, set up boundaries for how
the FBI can collect informatiaon between sources Tike phone <ompanies and data
sources like e-mail. The FBI s aggressive and expansive reading of the law
would bypass the legislative process to alter that careful balance.

I understand that by reguiring a master key to our personal communications, the
government is creating the very real potential for hackers and thieves ar
even rogue government agents to access our personal communications. Past
efforts to provide this sort of backdoor access have not been successful and
only created a rich oppartunity for hackers.

Once again, I urge you to oppose the dangerous suggestion of the Department of
Justice that our new Internet communication technologies should have built-in
wiretapping. '

I look forward to hearing your thaughts on this matter.

Sincerely,

Jean Braun
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Gerald and Loui Blume

£%45 Keith Rd.
Clermont, GA& 30527

March 31, 2004

FCC Chairman Michael Powell
Federal Communications Commissian
445 12th Street SW

Washington, DC 20554

FCC Chairman Powell:

fis a concerned individual, I am writing to express my opposition to the
Department of JTustice s request that all new Internet communication services be
required to have built—in wiretapping acceass.

I do not believe this requirement is necessary. Langstanding laws already
require Internet Service Providers and Internet telephone companies to allow
the FBI to conduct surveillance. The FBI is going far bevond these existing
powers by trying to force the industry to actually build its systems around
government eavesdropping. It is the eguivalent of the government requiring all
new homes be built with a peephole for law enforcement to lock through.

I am very concerned that this requirement represents an end-run around
Congress. Lawmakers, after extensive deliberations, set up boundaries for how
the FBI can collect informatian between sources like phone companies and data
sources J1ike e-mail. The FBI s aggressive and expansive reading of the law
would bypass the Tegislative process to alter that careful balance.

I understand that by requiring a master key to our personal communications, the
government is creating the very real potential for hackers and thieves Gr
even rogue government agents to access our personal communications. Past
efforts to provide this sort of backdoor access have not been suyccessful and
only created a rich opportunity for hackers.

Once again. I urge you to oppose the dancerous suagestion of the Department of
Justice that our new Internet communication technologies should have built—in
wiretapping.

I Jook forward to hearing your thoughts on this matter,

Sincarely,

Cerald and Louise Rose Blume
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octavio saez de ibarra

27 broadmoar ave
san anselmo, ca 94360

March 31, 2004

FCC Chairman Michael Powell
Federal Communications Commission
445 12th Street SW

Washington, DC 20554

FCC Chairman Powell:

As a concerned individual, I am writing to express my opposition to the
Department of Justice s request that all new Internet communication services be
required to have built—in wiretapping access.

I do not believe this reguirement is necessary. Longstanding laws already
require Internet Service Providers and Internet telephone companies to allow
the FBI to conduct surveillance. The FBI is eoing far beyond these existing
pawers by trying to force the industry to actually build its systems around
gavernment eavesdropping. It is the equivalent of the government reguiring all
new homes be built with a peephole for lTaw enforcement to look through.

I am very <oncerned that this reguirement represents an end-run around
Congress. lawmakers, after extensive deliberations, set up boundaries for how
the FBI can collect information between sources like phore companies and data
sources like e-mail. The FBI s aggressive and expansive reading of the law
would bypass the legislative process to alter that careful balance.

I understand that by requiring a master Key to cur personal communications, the
government is creating the very real potential for hackers and thieves ar
gven rogue government agents to access our personal communications. Past
efforts to provide this sort of backdoor access have not been successfuyl and
only created a rich opportunity for hackers.

Once again, I urge you to oppose the dangerous suggestien aof the Department of
Justice that our new Internet communication technologies should have built-—in
wiretapping.

I Took forward to hearing your thoughts aon this matter.

Sincerely,

octavio saez de ibarra jr
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eremy Alcaorn

6§05 Rajlroad St.
Beardstown, IL 62818

March 31, 2004

FCC Chairman Michael Powell
Federal Communications Commission
445 12th Street SW

Washington, DC 20554

FCC Chairman Powell:

As & caoncerned individual, I am writing to express my apposition to the
Department of Justice s reguest that all new Internet <ommunication services he
required to have built-in wiretapping access.

I do not believe this requirement is necessary. Longstanding laws already
require Internet Service Providers and Internet telephone companies to allow
the FBT to conduct surveillance. The FBI is going far beyond these existing
powers by trying to force the fndustry to actually build its systems around
government eavesdrapping. It is the equivalent of the government requiring all
new homes be built with a peephole for law enforcement to look through.

I am very concerned that this reguirement represents an end-run around
Congress. Lawmakers, after extensive deliberations, set up boundaries for how
the FBI can collect information between sources Tike phone companies and data
sources 1ike e-mail. The FBI s aggressive and expansive reading of the Taw
would bypass the legislative process to alter that careful balance.

I understand that by reguiring a master key to our psrsonal communications, the
government is creating the very real potential for hackers and thieves cr
even rogue government agents to access our personal communicaticons. Past
efforts to provide this sort of bhackdaor access have not been successful and
only created a rich aoppartunity for hackers.

Once again, I urge vou to oppose the dangercus suggestion of the Department of
Justice that our new Internet communication technologies should have built—in
wiretapping.

I ook forward to hearing your thoughts on this matter.

Sincerely,

Teremy Alcorn
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Steve Hamm

PO Box §2
Nordland, WA 98358

March 31, 2004

FCC Chairman Michael Powel]
Federal Communications Commission
445 12th Street Sw

Washingtan, 0C 20554

FCC Chairman Powell:

As a concerned individual, I am writing to express my oppositiocn to the
Department of Justice s reguest that all new Internet communication services be
required to have built—in wiretapping accass.

I do not believe this requirement is necessary., Longstanding Taws already
require Internet Service Providers and Internet telephone companies to allow
the FBI to conduct surveillance. The FBI is going far beyond these existing
powers by trying to force the industry to actually build its systems around
government eavesdropping. It is the equivalent of the government requiring aill
new homes he built with a peephole for law enforcement to Took through.

I am very concerned that this reguirement represents an end-run around
Congress. Lawmakers, after extensive deliberations, set up boundaries for how
the FBI can collect infarmaticn hetween sources like phone companies and data
sources 1ike e-mail. The FBI s aggressive and expansive reading of the Taw
would hypass the legislative process to alter that careful balance.

I understand that by reguiring a master key to our personal communications, the
government is creating the very real potential for hackers and thieves or
even rogue government agents to access our persapal communications., Past
efforts to provide this sort of bhackdoor access have not been successful and
only created a rich opportunity for hackers.

Once again., T urge you to oppose the dangerous suagestion of the Department of
Justice that our new Internet communication technologies should have built-in
wiretapping.

I look forward to hearing your thoughts on this matter.

Sincerely,

Steve Hamm
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Lynn Foy
pP.0. Box 514
Lallas Center, IA 50063

March 31, 2004

FCC Chairman Michael Powell
Federal Communications Commissian
445 12th Street SW

Washington, DC 20554

FCC Chairman Powell:

fs a concerned individual, I am writing to express my opposition to the
Department of Justice s request that all new Internet communication services be
required to have built—in wiretapping access.

I do not believe we need this requirement., Longstanding laws already require
Internet Service Providers and Internet telephone companies to allow the FBI to
conduct surveilliance. The FBI goes far beyond these existing powers by trying
to force the industry to actuszlly build its systems arcund government
eavesdrapping. Why not require all new homes he hujlt with a peephole for Taw
enforcement to look through?

I feel very concerned that this requirement represents an end-run around
Congress. Lawmakers, after extensive deliberations, set up boundaries for haw
the FBI can collect information hetween sources 1ike phone companies and data
sources like e-mail. The FBI s aggressive and expansive reading cof the law
bypasses the legislative process to alter that careful balance.

I understand that by requiring a master key to our personal communications, the
government is creating the very real potential fer hackers and thieves or
even rogue government agents to access our personal <ommunications. Past
efforts to provide this sort of hackdoor access have not been successful and
only c¢reated a rich opportunity for hackers.

once again, I urge vou to oppose the dangerous suggestion of the Department of
Justice that our new Internet communication technologies should have built-in
wiretapping.

I Took forward to hearing your thoughts on this matter.

Sincerely,

Lynn B. Fox
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Anne Handley
7526 Meadowview Lane
Austin, Texas 78752

March 30, 2004

FCC Chairman Michael Powel}
Federal Communications Commission
445 12th Street SW

Washington, DC 20554

FCC Chairman Powell:
As a concerned individual, I am writing to express my opposition to the

Department of Justice s request that all new Internet communication services he
required to have built-in wiretapping access.

I duo not believe this requirement is necessary. Longstanding laws already

require Internet Service Froviders and Internet telephone companies to allow
the FBI to <onduct surveillance. The FRBRI is going far beyond these existing
powers by trying to force the industry to actually build its systems around
government eavesdropping. Tt i¢ the equivalent of the government requiring all
new homes he built with a peephcole for law enforcement to leok through.

I am very concerned that this reguirement represents an end-run around
Congress. lLawmakers, after extensive deliberations, set up boundaries for how
the FBI can collect information between sources like phone companies and data
sources like e-mail. The FBI s aggressive and expansive reading of the Taw
would bypass the legislative process to alter that careful halance.

I understand that by requiring a master key to our personal communications, the
government is creating the very real potential for hackers and thieves or
even rogue government agents to access our personal communications. Past
efforts to provide this sort of backdoor access have not seen successful and
only created a rich opportunity for hackers.

Ohce again, I urge you to aoppose the dangerous suggestion of the Department of
Justice that our new Intermet communication technologies should have built—in
wiretapping.

I Took forward to hearing your thoughts on this matter.

Sincerely,

Anne Handley
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Nathan Huffman

295 E. 19th Ave.
Calumbus, oh 43201

March 31, 2004

FCC Chairman Michael Powell
Federal Communications Commissian
449 12th Street SW

Washington, DC 20554

FCC Chairman Powell:

As a caoncerned individual, I am writing to express my opposition to the
Department of Justice s request that all new Internet communication services he
required to have built—in wiretapping access.

I do not believe this requirement is necessary. Longstanding laws already
require Internet Service Providers and Internet telephone companies to allow
the FBI to conduct surveillance. The FBI is going far heyond these existing
powers by trying to force the industry to actually build its systems arcund
government eavesdropping. It is the eguivalent of the government reguiring all
new homes he huilt with a peephole for law enforcement to look through.

I am very concerned that this requirement represents an end-run around
Congress. Lawmakers, after extensive deliberations, set up boundaries for how
the FBI can collect information between sources 1ike phone companies and data
sources like e-mail. The FBI s aggressive and expansive reading of the law
would bypass the legislative process to alter that careful balance,

I understand that by requiring a master key to aur personal communications, the
government is c¢reating the very real potential for hackers and thieves or
even rogue government agents to access ocur personal <¢ommunications. Past
efforts to provide this sort of hackdoor access have not been successful and
only created a rich opportunity far hackers.

Once again, I urge vou to oppose the dangerous suggestion of the Department of
Justice that our new Internet communicaticon technologies should have built-in
wiretapping.

I JTook forward to hearing your thaughts on this matter.

Sincerely,

Nathan HKuffman
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Janine Baldwin

p.o.box452
Culp Creek, Or 97427

March 30, 2004

FCC Chairman Michael Powel]
Federal Communications Commission
445 12th Street SW

Washington, DC 20554

FCC Chairman Powell:

As a concerned individual, I am writing to express my opposition te the
Department of Justice s request that all new Internet communication services he
required to have built—in wiretapping access.

I do not believe this requirement is necessary. Longstanding laws already
require Internet Service Providers and Internet telephone companies to allow
the FBI to conduct surveillance. The fBI is going far beyond these existing
powers hy trying to force the industry to actually build its systems around
governmant eavesdropping. It is the equivalent of the goveresment requiring all
new homes be built with a peephole for law enforcement to loock through.

I am very concerned that this reguirement represents an end-run around
Congress. Lawmakers, after extensive deliberations, set up houndaries for how
the FBI can collect information between sources 1ike phone cocmpanies and data
sources 1ike e-mail. The FBI s aggressive and expansive reacing of the Taw
would bypass the legislative process to alter that careful balance.

I understand that by requiring a master key to our personal communications, the
government is creating the very real potential for hackers and thieves cr
even rogue government agents to access aur personal communications. Past
efforts to pravide this sort of backdoor access have not been successful and
only created a rich opportunity for hackers.

Once again. I urge you to oppose the dangerous suggestion of the Department of
Justice that our pew Internet communication techncelogies should have built-in
wiretapping.

I look forward to hearing your thoughts on this matter.

Sincerely,

Janine Baldwin
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Tyler Reed

1557 Pershing Dr. Apt. C
San Francisco, CA 94129

March 31, 2004

FCC Chajrman Michael Powell
Federal Communications Commission
445 12th Street SW

Washington, DC 20554

FCC Chairman Powell:

fs a concerned individual, I am writing to express my opposition to the
Department of Justice s request that all new Internet communication services ke
required to have built—in wiretapping access.

I do not believe this requirement is necessary. Longstanding laws already
require Internet Servica Proyiders and Internet telephone campanies to allow
the FBI to conduct surveillance. The FBI is going far beyond these existing
powers by trying to force the industry to actually build its systems around
government eavesdropping. It is the equivalent of the government regquiring all
new homes he built with a peephole for Taw enforcement to Took through.

I am very concerned that this requirement represents an end-run around
Congress. lawmakers, after extensive deliberations, set up boundaries for how
the FBI can collect information between sources 1ike phone companies and data
saurces like e-mail. The FBI 5 aggressive and expansive reading of the law
would bypass the legislative process to alter that careful balance.

I understand that by requirine a master key to ocur personal communications, the
government is creating the very real potential for hackers and thieves or
even rogue government agents to access our persanal communications, Past
efforts to provide this sort of backdoor access have not been successful and
only created a rich oppartunity for hackers.

Once again, I urge you to oppose the dangerous suggestion of the Department of
Justice that our new Internet communication technologies should have built—in
wiretapping.

I look forward to hearing your thoughts on this matter.

Sincerely,

Tvler W. Reed
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Grace Denman

B0O0B Valley Street
Silver Spring, MD 20810

March 31, 2004

FCC Chairman Michael Powell
Federal Communications Commission
445 12th Street SW

Washingtan, DC 20554

FCC Chairman Powell:

As a concerned individual, I am writing to express my opposition to the
Department of Justice s request that all new Internet communication services he
required to have built—in wiretapping access.

This requirement 1s not necessary. Laongstanding laws already require Internet
Service Providers and Internet telephone companies to allow the FBI to conduct
surveillance. The FBI is going far heyvond these existing powers by trying to
force the industry to actually build its systems around government
eavesdropping.

I am very concerned that this reguirement represents an end-run around
Congress. The FBI s aagressive and expansive reading of the Taw would bypass
the legislative process to alter that careful balance.

I Jook forward to hearing your thoughts on this matter.

Sincerely,

Crace Denman



